Homework 8 — Networking

Pick your favorite browser, the one that you use more often. Find the root CA certificates that
are currently installed. (Since there are many different browsers, you probably need to do a
web-search. For example, on Mac, you will have to go through the “Keychain Access tool”.
Determine roughly the number of root CA. Then screen-capture one certificate.

Hand-in: A PDF with a description of what you did, the rough number of installed CAs, and the

capture of one certificate.
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SHA-1 with RSA Encryption ( 1.2.840.113549.1.1.5)
None

Wednesday, September 17, 2008 at 3:28:59 AM Central Daylight Time
Sunday, September 17, 2028 at 3:28:59 AM Central Daylight Time

RSA Encryption ( 1.2.840.113549.1.1.1 )
None

512 bytes : 9D 85 9F 86 D3 E3 AF C7 ...
65537

4,096 bits

Verify

512 bytes : 24 3E 60 06 7E 1D EF 3A ...



